
المستخلص

أصبح شائعًًا أن تقترن النقاشات العلميََّة المتطلِِّعة 

بمخاطر  الاصطناعي  الذكاء  قدرات  من  للاستفادة 

وتهديدات مستحدثة تلوح في الأفق، ممََّا يثير تساؤلات 

بالغة الأهميََّة حول التقاطعات الناشئة بين التكنولوجيا 

Abstract
It has become increasingly common 

for scientific discussions exploring the 
potential of artificial intelligence (AI) to be 
accompanied by concerns over emerging 
risks and threats on the horizon. These 
concerns raise critical questions about the 
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المخرجات الرئيسة
• يمتلك الذكاء الاصطناعي إمكانات كبيرة لتعزيز حماية 	

الاصطناعي  الذكاء  تطبيقات  الإنسان، وتشمل  حقوق 

في مجال حقوق الإنسان الرقمَّية: استخدام خوارزمَّيات 

وتحديد  الضخمة  البيانات  لتحيلل  الآلي  التعلُّم 

للعمل  التنبُّئَِّية  التحيللات  وإجراء  الانتهاكات،  أنماط 

الاستباقي ضد الانتهاكات الرقمَّية الحالَّية والمحتمَلة.

• القائمة 	 التحيُّزات  إدامة  إلى  الاصطناعي  الذكاء  يؤدي 

ا يؤدي بالتبعَّية إلى التمييز الخوارزمي  وتضخيمها، ممَّ

ضد المجموعات على أساس العرق أو الجنس أو الوضع 

الفضاء  تغذية  عن  فضلًًا  والاقتصادي،  الاجتماعي 

المؤتمتة  والمعلومات  الضار  الرقمي  بالمحتوى  الإلكتروني 

المضلِّلة وخطابات الكراهية والعنف والتطرُّف.

• ل مخاطرَ 	 تُشكِّ الذكاء الاصطناعي  استخدام  إساءة  أن  بيد 

الشامل،  بمفهومها  الرقمي  الأمن  منظومة  على  جسيمةً 

كما أنها تثير مخاوف حقيقَّية على مستقبل حقوق الإنسان 

الرقمَّية، ومن أبرز هذه المخاوف: الاستخدام المحتمَل للذكاء 

الرقمي وانتهاك الخصوصَّية  الاصطناعي للمراقبة والتتبُّع 

ا يثير مخاوف بشأن  وإساءة استخدام البيانات الرقمَّية، ممَّ

الحقوق والحريَّات المدنَّية للأفراد على الإنترنت.

https://crossmark.crossref.org/dialog/?doi=10.26735/DLDE5708&domain=pdf
https://nauss.edu.sa/
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خوارزميََّات  ر  تطُوُّ ومع  للإنسان.  الأساسيََّة  والحقوق 

بمكان  الأهميََّة  فمن  متزايدًًا،  رًًُوُّا  تط الاصطناعي  الذكاء 

طرح مناقشات أكثر جديََّة لبحث المخاطر متعدِِّدة الأوجه 

الذكاء الاصطناعي على حقوق الإنسان في  يفرضها  التي 

العصر الرقمي.

التي  نفسها  الحقوق  أن  دوليًًّا  الراسخ  من  وأصبح 

يتمتََّع بها الأشخاص خارج الإنترنت تجب أيضًًا حمايتها 

المتصلة  الأساسيََّة  الحقوق  مقدمتها  وفي  الإنترنت،  عبر 

وحريََّة  التمييز  وعدم  والمساواة  والخصوصيََّة  بالأمن 

الرقميََّة  والخدمات  التقنيات  توفِِّر  ذلك،  ومع  التعبير. 

بيئة خصبة لانتهاك الخصوصيََّة، فضالًا عن التمييز ونشر 

التطُرُّف والكراهية عبر الإنترنت.

للذكاء  السريع  التكامل  يُُمثِِّل  الآخر،  الجانب  على 

الاصطناعي في مختلف القطاعات مشكلة بحثيََّة معقََّدة، 

من  يمكن  التي  الكيفيََّة  حول  التساؤلات  من  كثيًرًا  تثير 

الذكاء الاصطناعي وتطبيقه بطرق تحمي  خلالها تطوير 

الرقميََّة وتعزِِّزها، ولا سيََّما في مجالات  حقوق الإنسان 

الخصوصيََّة والمساواة وحريََّة التعبير.

متعددة،  أبعاد  على  المشكلة  هذه  تنطوي  وبالتالي، 

والقانونيََّة  والأخلاقيََّة  الأمنيََّة  الاعتبارات  ذلك  في  بما 

المستقبليََّة  الفرص  اكتشاف  تحاول  التي  والاجتماعيََّة 

ومواجهة التحديات والمخاطر الحاليََّة والمحتملة من توظيف 

الذكاء الاصطناعي في مجال حقوق الإنسان الرقميََّة.

المقدمة

يُُمثِِّـــل كلٌٌّ مـــن الـــذكاء الاصطناعـــي والحقـــوق الرقميََّـــة 

الحقـــل  داخـــل  ونقاشًًـــا  إثـــارةًً  الأكثر  الموضوعـــات  أحـــد 

في  أســـباب،  لعـــدََّة  وذلـــك  الـــدولي،  والمجتمـــع  الأكاديمـــي 

تطبيقـــات  نمـــو  معـــدلات  في  الكـــبيرة  الطفــرـة  مقدمتهـــا: 

الـــذكاء  ســـوق  قيمـــة  بلغـــت  إذ  الاصطناعـــي؛  الـــذكاء 

evolving intersection between technology and 
fundamental human rights. As AI algorithms 
continue to advance rapidly, it is essential to 
foster more serious and nuanced debates 
around the multifaceted risks AI poses to 
human rights in the digital age.

There is now broad international consensus 
that the same rights people enjoy offline must 
also be protected online—chief among them 
the rights to security, privacy, equality, non-
discrimination, and freedom of expression. 
However, digital technologies and services 
often create an environment conducive to 
privacy violations, discrimination, and the 
spread of extremism and hate speech online.

At the same time, the rapid integration 
of AI across various sectors presents a 
complex research challenge. It prompts 
critical inquiries into how AI can be developed 
and implemented in ways that protect and 
promote digital human rights—particularly in 
the areas of privacy, equality, and freedom of 
expression.

Consequently, this issue encompasses 
multiple dimensions, including security, 
ethical, legal, and social considerations. It 
calls for an exploration of future opportunities 
as well as a proactive response to the current 
and potential challenges and risks posed by 
the use of AI in the context of digital human 
rights

الاصطناعـــي العالمـــي حـــوالي 87 ميلـــار دولار في عـــام 2022، 

بحلــوـل  دولار  ميلـــارات   407 إلى  تصـــل  أن  المتوقََّـــع  ومـــن 

نهايـــة عـــام 2027، بمعـــدل نمـــو ســـنوي مركـــب يبلـــغ حـــوالي 

.)Matzelle, 2024(  %36.2

الإيجابـــي  المؤشِِّـــر  تجاهُُـــل  الصعـــب  مـــن  أصبـــح  وقـــد 

جميـــع  في  الفائقـــة  والتكنولوجيـــا  الاصطناعـــي  للـــذكاء 
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التطبيقـــات  وبخاصََّـــةٍٍ  الحيويََّـــة،  والمجـــالات  القطاعـــات 

الآلي،  ـــم  التعُلُّ مثـــل:  الضخمـــة،  البيانـــات  على  القائمـــة 

الوســـائط  بتحيلـــل  تســـمح  التـــي  الحاســـوبيََّة  والرؤيـــة 

المتعـــددة بجميـــع أنواعهـــا، بمـــا في ذلـــك الصـــور ومقاطـــع 

الصـــوت والفيديـــو والـــكلام والنصـــوص في الوقـــت الفـــعلي.

ويمكـــن النظـــر إلى الطفــرـة الكـــبيرة التـــي يشـــهدها العالـــم 

وََفْْـــقََ المؤشــرـات الآتيـــة: الـــذكاء الاصطناعـــي  في تطبيقـــات 

• ر الـــذكاء الاصطناعـــي الممتـــد لأكـــر 	 خـــال مســـار تطـــوُّ

الباحثـــون  نشـــر   ،)2022  –  1956( عامًـــا   50 مـــن 

حـــول العالـــم أكـــر مـــن 1.6 ميلـــون منشـــور علمـــي 

طلبـــات  مـــوا  وقدَّ الاصطناعـــي،  بالـــذكاء  ـــق  متعِّل

ـــق  متعِّل اخـــراع  ألـــف   340 مـــن  يقـــرب  لمـــا  بـــراءات 

.)WIPO, 2022( الاصطناعـــي  بالـــذكاء 

• ســـجلت بـــراءات الاخـــراع العالمَّيـــة في مجـــال الـــذكاء 	

الاصطناعي في عام 2022 أعلى معدل نمو سنوي 

ا يعكس أنها التكنولوجيا الأكثر  بنسبة 28%، ممَّ

نمـــاذج  عـــى  الاختراعـــات  معظـــم  ـــزت  وركَّ ا،  نمـــوًّ

وتحيلـــل  الـــكلام،  إلى  والتعـــرُّف  الآلي،  ـــم  التعلُّ

ـــة  الطبيعَّي اللغـــة  معالجـــة  وأنظمـــة  الصـــور، 

.)Globaldata, 2022(

• ازداد 	 ـــة،  الماضي الأربـــع  الســـنوات  مـــدار  عـــى 

الاصطناعـــي  ـــذكاء  ال مجـــال  في  التعيلـــم  ل  معـــدَّ

عـــى   %102 بنســـبة  ـــم  العال حـــول  الجامعـــات  في 

مســـتوى  عـــى  و%41.7  البكالوريـــوس،  مســـتوى 

.)Zhang, and Others, 2022( ـــا  العيل الدراســـات 

• العالمـــي 	 الاصطناعـــي  الـــذكاء  ســـوق  قيمـــة  ر  تُقـــدَّ

أمريـــي  دولار  ميلـــار   136.6 بنحـــو   2022 عـــام  في 

.)Howarth, 2022(

• مـــا يعـــادل 42% مـــن تقنيـــات الـــذكاء الاصطناعـــي 	

ثلاثـــة  داخـــل  التطبيقـــي  التغلغـــل  مـــن  نـــت  تمكَّ

فيهـــا  بمـــا   -  )%15( الاتصـــالات  رئيســـة:  قطاعـــات 

شبكات الحواسيب والإنترنت، والأمن السيبراني، 

والاتصـــالات  والتلفزيـــوني،  الإذاعـــي  والبـــث 

الهاتفَّيـــة، والاتصـــالات غـــر المرئيـــة - والنقـــل )%15( 

- بمـــا فيـــه الفضـــاء والطـــران، والمركبـــات والقيـــادة 

والعلـــوم   - والمـــرور  النقـــل  وهندســـة  بأنواعهـــا، 

الحيويَّـــة )12%( - بمـــا فيهـــا الهندســـة البيولوجَّيـــة، 

الوراثـــة،  وعلـــم  والأدويـــة،  الحيويَّـــة،  والميكانيـــكا 

والتشـــخيص والتصويـــر الطبـــي، وعلـــم الأعصـــاب، 

.)WIPO, 2022( التغذيـــة  وعلـــم 

• ـــة 	 العالمَّي الشـــركات  مـــن   %48 عـــن  يقـــل  لا  مـــا 

تستخدم نمطًا واحدًا على الأقل من أنماط الذكاء 

الاصطناعـــي للاســـتفادة مـــن البيانـــات الضخمـــة في 

.)McKinsey, 2021( وعمَّيلاتهـــا  وظائفهـــا  أداء 

• بالـــذكاء 	 المتعِّلقـــة  القوانـــن  مشـــاريع  عـــدد  ارتفـــع 

بلـــدان  في  قوانـــن  بوصفهـــا  أقُِـــرَّت  التـــي  الاصطناعـــي، 

العالـــم، مـــن قانـــون واحـــد فقـــط في عـــام 2016 إلى 18 

.)Zhang, and Others, 2022(  2021 عـــام  في  قانونًـــا 

مـــن  عـــددًًا  الاصطناعـــي  الـــذكاء  نمـــاذج  وتشـــمل 

تقنيـــات  ترتكـــز حــوـل  التـــي  الحديثـــة والناشـــئة،  التقنيـــات 

الآليََّـــة،  والترجمـــة  المحــاـكاة،  ونمـــاذج  العميـــق،  ـــم  التعُلُّ

الآلـــة،  ـــم  وتعُلُّ الاجتماعـــي،  التواصُُـــل  شـــبكات  وتحيلـــل 

ـــؤ واتخـــاذ القــرـارات  والروبوتـــات، وتحيلـــل الصـــور، والتنُبُّ

والرؤيـــة  إليهـــا،  والتعـــُرُّف  الأصـــوات  وتحيلـــل  المؤتمتـــة، 

الافتراضيََّـــة،  والمســـاعدة  الحاســـوبي،  والتصويـــر  الآليََّـــة 

.)2024 )منصـــور،  الطبيعيََّـــة  اللغـــات  ومعالجـــة 

الخوارزميََّـــات  أســـهمت  فقـــد  ذلـــك،  على  علاوة 

الذكيََّـــة في معالجـــة اللغـــات الطبيعيََّـــة وفتـــح آفـــاق جديـــدة 

ابتـــكار  بجانـــب  الوظائـــف،  وأداء  الخدمـــات  تقديـــم  في 

روبوتـــات الدردشـــة القـــادرة على إجــرـاء محادثـــات شـــبيهة 
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العميـــق  ـــم  التعُلُّ وأنظمـــة  ونمـــاذج  البشـــر،  بمحادثـــات 

لصنـــع  العمليََّـــات المعقََّـــدة  في  ـــم الآلي المســـتخدََمة  والتعُلُّ

الـــذي  الأمـــر  وهـــو  بالمســـتقبل،  الاحتمـــالي  ـــؤ  والتنُبُّ القــرـار 

أكســـب الـــذكاء الاصطناعـــي أولويََّـــة إستراتيجيََّـــة متزايـــدة.

ر أنظمـــة الـــذكاء الاصطناعـــي وتطبيقاتهـــا  ومـــع ازديـــاد تطـــُوُّ

الرقميََّـــة،  المخاطـــر  دائــرـة  بالتـــوازي  اتســـعت  المعاصــرـة، 

الحديثـــة  والاتصـــالات  المعلومـــات  تقنيـــة  أصبحـــت  حيـــث 

المدعومـــة بالـــذكاء الاصطناعـــي بيئـــة جاذبـــة لارتـــكاب كـــثير 

المخـــاوف  عـــن  فـــضالًا  المجرََّمـــة،  الإلكترونيََّـــة  الأفعـــال  مـــن 

انتهـــاك  حــوـل  الاصطناعـــي  الـــذكاء  يثيرهـــا  التـــي  الكـــبيرة 

Farooqi, Gutub, & Khozi� الرقميـَّــَة)  )الخصوصيـَّــَة 

 Sufi, Alsulami,( الجماعيََّـــة  والمراقبـــة   ،)um, 2019

غير  الرقميََّـــة  المعلومـــات  وجمـــع   ،)& Gutub, 2023

الضروريََّـــة عبر التطبيقـــات الذكيََّـــة ذات الطبيعـــة الدينيََّـــة 

ممََّـــا  )Shambour & Gutub, 2023(؛  والعقائديََّـــة 

يتطلََّـــب تعزيـــز الجهـــود الدوليََّـــة لحمايـــة الحقـــوق الرقميََّـــة 

إســاـءة  لمواجهـــة  المســـتويات  متعـــدِِّد  الـــدولي  والتعـــاون 

اســـتخدام الـــذكاء الاصطناعـــي في انتهـــاك حقـــوق الإنســـان 

الرقميََّـــة.

أمــرـًًا  تُُعـــُدُّ  الاصطناعـــي  الـــذكاء  أخلاقيََّـــات  فـــإن  ولهـــذا، 

بالـــغ الأهميََّـــة لضمـــان احترام حقـــوق الإنســـان ودعمهـــا، 

وََفْْـــقََ  والشـــفافية،  والمســاـءلة  العدالـــة  مبـــادئ  وتعزيـــز 

أولئـــك  يكـــون  أن  يضمـــن  شـــامل  ونهـــج  تنظيمـــي  إطـــار 

وينشـــرونها  الاصطناعـــي  الـــذكاء  أنظمـــة  يُُطـــوِِّرون  الذيـــن 

ويشـــغِِّلونها، مســـؤولين عن تأثيرهم المجتمعي وتداعياته 

والجنائيََّـــة. الأمنيََّـــة 

الـــذكاء  دمـــج  أن  يبـــدو  المســـتقبل،  آفـــاق  إلى  وبالنظـــر 

تعاونيًًّـــا  نهجًًـــا  يتطلـــب  الرقميََّـــة  والحقـــوق  الاصطناعـــي 

التكنولوجيـــا  وشــرـكات  الحكومـــات  مـــن:  كالًّا  يضـــم 

خلال  مـــن  وذلـــك  الدوليََّـــة،  والمنظََّمـــات  المـــدني  والمجتمـــع 
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مركز البحوث الأمنية

ـــف ومعالجـــة الــوـتيرة المتســـارعة  أطـــر تنظيميََّـــة قابلـــة للتكُيُّ

نظـــم  مـــن  الاســـتفادة  بين  والموازنـــة  التكنولوجـــي  للتـــغريُّر 

الـــذكاء الاصطناعـــي وتطبيقاتـــه وبين درء المخاطـــر الناشـــئة 

الرقميََّـــة. الإنســـان  حقـــوق  على 

تطبيقات ذكيََّة في مجال حقوق الإنسان

تطبيقات الإشراف على المحتوى 

تساعد أنظمة الذكاء الاصطناعي في تحديد المحتوى 

الضـــار وإزالتـــه، مثـــل خطـــاب الكراهيـــة والمعلومـــات المضلِِّلـــة 

الاجتماعـــي،  التواصُُـــل  منصََّـــات  على  الكاذبـــة  والأخبـــار 

وذلك من خلال نماذج التعُلُّم الآلي المدرََّبة على معالجة 

الضـــارة  غير  التعـــبيرات  بين  والتمييـــز  الضخمـــة  البيانـــات 

والمحتـــوى الـــذي قـــد يكـــون ضـــارًًّا، حيـــث تـــؤدِِّي خوارزميََّـــات 

الـــذكاء الاصطناعـــي دورًًا حيويًًّـــا في تمييـــز الســـياق الدقيـــق 

يُُنشََـــأ  الـــذي  الرقمـــي  مـــن وراء المحتـــوى  الغــرـض  وتحديـــد 

إشــرـاف أكثر  بعمليََّـــة  يســـمح  ممََّـــا  ويُُنشََـــر عبر الإنترنـــت، 

دقََّـــة وفعاليََّـــة )فـــرج، 2022(.

تطبيقات حماية الخصوصيََّة 

يُُعـــزِِّز الـــذكاء الاصطناعـــي الخصوصيََّـــة مـــن خلال مـــا 

يُُعـــرََف بالتقنيـــات الخصوصيََّـــة التفاضليََّـــة التـــي تســـتهدف 

معالجـــة  عمليََّـــات  أثنــاـء  في  الأفــرـاد  هُُويََّـــة  تحديـــد  منـــع 

على  الويـــب  مواقـــع  بهـــا  تقـــوم  التـــي  الضخمـــة  البيانـــات 

الإنترنـــت.

الاصطناعـــي  بالـــذكاء  المدعومـــة  الأدوات  تســـاعد  كمـــا 

الخاصََّـــة  الخصوصيََّـــة  إعـــدادات  إدارة  على  المســـتخدمين 

وتقديـــم  المحتمََلـــة،  البيانـــات  انتهــاـكات  واكتشـــاف  بهـــم، 

توصيات لممارسات خصوصيََّة أفضل عبر تقنية المعلومات 

.)2020 )الشـــهومية،  والاتصـــالات 

وفـــد ظهـرــت، خلال الســـنوات القليلـــة الماضيـــة، كـــثيٌرٌ 

تســـتهدف  التـــي  التحليليََّـــة  والتجـــارِِب  التطبيقـــات  مـــن 

الخصوصيََّـــة  حمايـــة  في  الاصطناعـــي  الـــذكاء  توظيـــف 

واســـتخدامه في تقييـــم أمـــن التطبيقـــات الذكيََّـــة، وبخاصََّـــةٍٍ 

الحسََّاســـة  المســـتخدم  بيانـــات  مـــع  تتعامـــل  التـــي  تلـــك 

)Shambour & Gutub, 2023( ، بالإضافـــة إلى تقييـــم 

ثغرات الخصوصيََّة وكشف المخاطر المتعلِِّقة بتتُبُّع الموقع 

 Aljarf, Zamzami, & Gutub,( البيانـــات  ومشـــاركة 

انتهــاـكات  ضـــد  الشـــخصيََّة  الحمايـــة  يُُعـــزِِّز  ممََّـــا  2023(؛ 

الخصوصيََّـــة الرقميََّـــة التـــي عـــادةًً مـــا تكـــون خفيََّـــة عـــن وعـــي 

الذكيََّـــة. الهواتـــف  تطبيقـــات  عبر  وإدراكـــه،  المســـتخدم 

تطبيقات المراقبة والرصد

في  الاصطناعـــي  الـــذكاء  اســـتخدام  مـــن  الرغـــم  على 

المســـتخدمين  لحركـــة  والمراقبـــة  ـــع  التتُبُّ عمليََّـــات  إجــرـاء 

أن  يمكـــن  المقابـــل  في  فإنََّـــه  الإنترنـــت،  عبر  هاتهـــم  وتوُجُّ

ضبـــط  في  أيضًًـــا  الاصطناعـــي  الـــذكاء  تطبيقـــات  تُُســـهِِم 

ـــب حـــدوث  تلـــك المراقبـــة وتنظيمهـــا مـــن أجـــل ضمـــان تجُنُّ

انتهــاـكات للحقـــوق الرقميََّـــة للمســـتخدِِمين، حيـــث يمكـــن 

المراقبـــة  تقنيـــات  اســـتخدام  ـــع  تتُبُّ الذكيََّـــة  للتطبيقـــات 

القانونيََّـــة  للمعـــايير  امتثالهـــا  مـــن  ـــد  للتأُكُّ عنهـــا  والإبلاغ 

.)2023 )عضيبـــات،  بهـــا  المعمــوـل  والأخلاقيََّـــة 

تطبيقات التحقُُّق من الهُُويََّة الرقميََّة

ظهـرــت في الســـنوات الأخيرة أنظمـــة رقميََّـــة قائمـــة على 

الـــذكاء الاصطناعـــي، حيـــث تســـاعد تلـــك الأنظمـــة الذكيََّـــة في 

ق الآمِِن والفعََّال من الهُُويََّة الرقميََّة، وهو أمر بالغ  التحُقُّ

الإنترنـــت،  عبر  المختلفـــة  الخدمـــات  إلى  للوصــوـل  الأهميََّـــة 

ممََّـــا يســـاعد كـــثيًرًا في مكافحـــة الاحتيـــال الإلـــكتروني وضمـــان 

حمايـــة الهُُويََّـــات الرقميََّـــة )بـــن علي، 2023(.
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تطبيقات الشفافية والعدالة الخوارزميََّة

أنظمة  ومراقبة  تدقيق  الذكاء الاصطناعي  يستطيع 

تعمل  أنها  من  د  للتأُكُّ الأخرى  الاصطناعي  الذكاء 

بعدالة وشفافية دون أي تجاوزات أو انتهاكات للحقوق 

الرقميََّة، حيث يمكن لتلك للأدوات القائمة على تقنيات 

الخوارزميََّات  في  التحُيُّزات  اكتشاف  الاصطناعي  الذكاء 

وتقديم رؤى حول كيفيََّة اتخاذ القرارات وتعزيز المساءلة 

)Chen, 2023(، ولا سيََّما فيما يتعلََّق بمنصََّات التواصُُل 

الاجتماعي التي تعتمد على خوارزميََّات الذكاء الاصطناعي 

للمستخدمين  واستعراضه  وتصنيفه  المحتوى  لإدارة 

 Roy, P. K., Saumya,( وتوجيه سلوكهم وتفضيلاتهم 

.)S., & Jyoti, 2023

تطبيقات المساعدة القانونيََّة الآليََّة

المســـاعدة  ومنصََّـــات  الدردشـــة  روبوتـــات  تســـاعد 

تزويـــد  في  الاصطناعـــي  الـــذكاء  على  المعتمِِـــدة  القانونيََّـــة 

الرقميََّـــة،  حقوقهـــم  حــوـل  بمعلومـــات  المســـتخدمين 

وتقـــدِِّم  القانونيََّـــة،  المســـتندات  صياغـــة  في  وتســـاعد 

انتهــاـكات  مـــع  القانــوـني  التعامُُـــل  إرشـــادات حــوـل كيفيََّـــة 

لفهـــم  الوقـــت  مـــن  مزيـــدًًا  يتيـــح  بمـــا  الرقميََّـــة،  الحقـــوق 

وتبســـيطها  ومناقشـــتها  المعقََّـــدة  القانونيََّـــة  الحـــالات 

.)Berson, 2024(

تطبيقات حماية الملكيََّة الفكريََّة

الفكريََّـــة  الملكيََّـــة  حقـــوق  تحديـــد  خلال  مـــن  وذلـــك 

والتعـــُرُّف إليهـــا وإدارتهـــا مـــن خلال اكتشـــاف الاســـتخدام 

الطبـــع  بـــه للمـــواد المحميََّـــة بحقـــوق وقـــوانين  غير المصـــرََّح 

مكافحـــة  في  يُُســـهِِم  ممََّـــا  المؤلِِّـــف،  وحقـــوق  والنشـــر 

والنشـــر  المؤلِِّـــف  لحقـــوق  المشـــروع  غير  الاســـتخدام 

والملكيََّـــة الفكريََّـــة بمختلـــف أنواعهـــا عبر تقنيـــة المعلومـــات 

.)2021 )عـــواد،  الحديثـــة  والاتصـــالات 

تعزيز حقوق الإنسان ومراقبتها

تحيلـــل  في  الاصطناعـــي  الـــذكاء  أنظمـــة  تُُســـتخدم 

بوســـائل  المتعلِِّقـــة  البيانـــات  مـــن  كـــبيرة  مجموعـــات 

التواصُُـــل الاجتماعـــي والأخبـــار والمصـــادر الرقميََّـــة الأخـــرى، 

والإبلاغ  الإنســـان  حقـــوق  انتهــاـكات  اكتشـــاف  أجـــل  مـــن 

عنهـــا، ومســـاعدة الجهـــات الرســـميََّة وصُُنََّـاــع التكنولوجيـــا 

المخاطـــر  بيئـــة  تحيلـــل  في  المـــدني  المجتمـــع  ومؤسََّســـات 

المتعلِِّقـــة بانتهــاـكات حقـــوق الإنســـان عبر الإنترنـــت وتقديـــم 

.)Rodrigues, 2020( بشـــأنها  التنفيذيََّـــة  التوصيـــات 

تجارِِب دوليََّة وتحديات معاصرة

طـــوََّرت كـــثيٌرٌ مـــن المنظََّمـــات والمبـــادرات إستراتيجيـــاتٍٍ 

الوصــوـل  وضمـــان  الأمـــن  وتعزيـــز  الخصوصيََّـــة  لحمايـــة 

الجهـــود  هـــذه  أســـفرت  وقـــد  المعلومـــات،  إلى  العـــادل 

شـــموالًا  أكثر  رقمـــي  مشـــهد  نحـــو  كـــبيرة  خطـــوات  عـــن 

ـــع أبـــرز النمـــاذج العمليََّـــة لكيفيََّـــة  وأمانًًـــا، حيـــث يمكـــن تتُبُّ

الحقـــوق  لدعـــم  بفعََّاليََّـــة  الاصطناعـــي  الـــذكاء  اســـتخدام 

الآتي: وََفْْـــقََ  وتعزيزهـــا،  الرقميََّـــة 

الرقمـــي  المحتـــوى  لإزالـــة  الاصطناعـــي  الـــذكاء  تجرِِبـــة 

ميتـــا«  - »فيســـبوك  على  الضـــار 

الاصطناعـــي  الـــذكاء  على  »فيســـبوك«  يعتمـــد 

لاكتشـــاف المحتـــوى الضـــار وإزالتـــه تلقائيًًّـــا، مثـــل: خطـــاب 

إذ  الخاطئـــة؛  والمعلومـــات  العنيـــف  والمحتـــوى  الكراهيـــة 

أفاد موقع »فيسبوك« العالمي، في عام 2020، بأن نظام 

الـــذكاء الاصطناعـــي الخـــاص بـــه تمكََّـــن مـــن اكتشـــاف وإزالـــة 

94.7% مـــن المحتـــوى الـــذي يتضمََّـــن خطـــاب كراهيـــة قبـــل 

أن يبلِِّـــغ عنـــه المســـتخدمون، حيـــث يســـتطيع هـــذا النظـــام 

الـــذكي اكتشـــاف المحتـــوى الـــذي ينتهـــك المعـــايير وإزالتـــه قبـــل 

.)Klonick, 2020( يبلـــغ أي شـــخص عنـــه أن 
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الـــذكاء  نظـــام  طُُـــوِِّر  فقـــد  ذلـــك،  على  علاوة� 

ـــم الآلي يمكنهـــا  بنــاـء نمـــاذج للتعُلُّ الاصطناعـــي مـــن أجـــل 

في  موجـــود  هـــو  مـــا  إلى  التعـــُرُّف  مثـــل:  بأشـــياء،  القيـــام 

الصـــورة أو تحيلـــل نـــص المنشـــور. وعلى ســـبيل المثـــال: قـــد 

جـزــء  كان  إذا  مـــا  لمعرفـــة  اصطناعـــي  ذكاء  نمـــاذج  تُُنشََـــأ 

رســـومي،  محتـــوى  أو  عُُـــري  على  يحتـــوي  المحتـــوى  مـــن 

وقـــد تحـــدِِّد هـــذه النمـــاذج بعـــد ذلـــك مـــا إذا كان ســـيُُتََّخََذ 

إجــرـاء بشـــأن المحتـــوى، مثـــل إزالتـــه مـــن النظـــام الأســـاسي 

.)Meta, 2023( توزيعـــه  تقيلـــل  أو 

تجرِِبة شرطة لوس أنجلوس في الشرطة التنبُُّئِِية

الولايـــات  في  أنجلـــوس  لـــوس  شــرـطة  تجرِِبـــة  تُُعـــتبر 

برنامـــج  بنــاـء  التـــي حاولـــت  الرائـــدة  التجـــارِِب  مـــن  المتحـــدة 

ـــؤ  ئُِِبُّيـــة مـــن أجـــل التنُبُّ بحثـــي لتطبيـــق مفهـــوم الشــرـطة التن

ئُِِبُّيـــة ونظـــام يعتمـــد  بالجريمـــة باســـتخدام التحلـــيلات التن

على الـــذكاء الاصطناعـــي، ذلـــك النظـــام الـــذي عُُـــرف باســـم 

»الشــرـطة  لعبـــارة  اختصـــارًًا  )بريدبــوـل(،   »PredPol«

مـــن  فريـــق  طـــوََّره  حاســـوبي  برنامـــج  وهـــو  ئُِِبُّيـــة«،  التن

النظـــام  يســـتخدم  القانـــون.  إنفـــاذ  وخبراء  الأكاديمـــيين 

مـــن  التـــي  بالأماكـــن  ـــؤ  للتنُبُّ الآلي  ـــم  التعُلُّ خوارزميََّـــات 

المحتمََـــل أن تحـــدث فيهـــا جرائـــم بنـاــءًً على بيانـــات الجرائـــم 

الوقـــت  مثـــل:  أنمـــاط،  تحيلـــل  خلال  ومـــن  التاريخيََّـــة. 

والموقـــع وطبيعـــة الجرائـــم الماضيـــة، يُُـــنشِئئ البرنامـــج خرائـــط 

المحتمََلـــة  الســـاخنة  النقـــاط  على  الضـــوء  تســـلِِّط  ئُِِبُّيـــة  تن

للجريمـــة.

هـــذا  واجهـــت  التـــي  الملاحظـــات  مـــن  الرغـــم  وعلى 

البرنامـــج، فـــإنََّ هـــذا النهـــج القائـــم على الـــذكاء الاصطناعـــي 

الشــرـطة  دوريََّـــات  تحـــسين  الأول  المقـــام  في  يســـتهدف  كان 

وتخصيص الموارد، ممََّا يؤدِِّي في النهاية إلى تقيلل معدََّلات 

.)Vargas, 2023( الجريمـــة وتعزيـــز سلامـــة المجتمـــع وأمنـــه

»Apple« تجرِِبة الخصوصيََّة التفاضليََّة لشركة

منـــذ  العالميََّـــة،  )أبـــل(   »Apple« شــرـكة  تســـتخدم 

في  الذكيََّـــة  التفاضليََّـــة  الخصوصيََّـــة  تقنيـــات   ،2017 عـــام 

منتجاتهـــا لجمـــع البيانـــات حــوـل ســـلوك المســـتخدم، مـــع 

على  يســـاعد  ممََّـــا  الفرديََّـــة،  الخصوصيََّـــة  على  الحفـــاظ 

ئُِِبُّـــي واقتراحـــات الرمـــوز التعبيريََّـــة  تحـــسين دقََّـــة النـــص التن

.)Apple, 2017( المســـتخدم  ببيانـــات  المســـاس  دون 

تســـتخدم  إذ  فقـــط؛  »أبـــل«  على  ذلـــك  يقتصـــر  ولا 

الخصوصيََّـــة  تقنيـــة  أيضًًـــا  و»مايكروســـوفت«  »جوجـــل« 

مـــع  وتحليلهـــا،  المســـتخدمين  بيانـــات  لجمـــع  التفاضليََّـــة 

حيـــث  بالخصوصيََّـــة،  المتعلِِّقـــة  الرقميََّـــة  الحقـــوق  ضمـــان 

أنشـــطة المســـتخدمين  مـــن  تخزينهـــا،  دون  البيانـــات،  تُُجمََـــع 

وتفاعلاتهـــم على متصفحـــات الويـــب ومشـــاهدات »يوتيـــوب« 

وعمليََّـــات البحـــث على الخرائـــط، بالإضافـــة إلى أجهزـــة ألعـــاب 

.)Clanx, 2024( الفيديو من أجل تحسين جودة الخدمات

تجرِِبة التحقُُّق الذكي من الهُُويََّة الرقميََّة

ـــق  التحُقُّ تحـــسين  على  الاصطناعـــي  الـــذكاء  عمـــل 

مـــن الهُُويََّـــة الرقميََّـــة مـــن خلال تحـــسين الدقـــة والكفــاـءة 

ـــق  التحُقُّ تطبيقـــات  تمكََّنـــت  كـــبير، حيـــث  بشـــكل  والأمـــان 

ـــق  التحُقُّ عمليََّـــة  أتمتـــة  مـــن  الرقميََّـــة  الهُُويََّـــة  مـــن  الـــذكي 

الوجـــه  إلى  التعـــُرُّف  مثـــل:  تقنيـــات متقدِِّمـــة،  باســـتخدام 

وبصمـــات الأصابـــع وتحيلـــل الصـــوت والقياســـات الحيويََّـــة 

الأمـــن  تعزيـــز  في  كـــبيرةًً  طفــرـةًً  أحـــدث  ممََّـــا  الســـلوكيََّة، 

الأنشـــطة  تحديـــد  خلال  مـــن  وذلـــك  للأفــرـاد،  الرقمـــي 

.)Wheeler, 2024( اســـتباقيًًّا  ومنعهـــا  الاحتياليََّـــة 

ق من الهُُويََّة، المعتمد  بالإضافة إلى ذلك، فإن التحُقُّ

كميـــات  مـــع  التعامـــل  يمكنـــه  الاصطناعـــي،  الـــذكاء  على 

ـــق في وقـــت واحـــد، ممََّـــا يجعلهـــا  كـــبيرة مـــن عمليََّـــات التحُقُّ

ومقدِِّمـــي  الحكوميََّـــة  الســـلطات  لمســـاعدة  مثاليََّـــة  تقنيـــة 



الذكاء الاصطناعي وحقوق الإنسان الرقمية8

ـــق مـــن الهُُويََّـــة  الرعايـــة الصحيََّـــة والمؤسََّســـات الماليََّـــة للتحُقُّ

وتوثيقهـــا، ولا ســـيََّما في حـــالات الطـــوارئ والأزمـــات، مثـــل 

جائحـــة كورونـــا، ممََّـــا يضمـــن الالتــزـام بالمعـــايير الحقوقيََّـــة 

ومنـــع إســاـءة اســـتخدام الهُُويََّـــة الرقميََّـــة وانتحالهـــا، بمـــا 

مـــن  ـــق  التحُقُّ لأنظمـــة  الشـــاملة  والكفــاـءة  الدقـــة  يعـــزِِّز 

.)Wheeler, 2024( الرقميََّـــة للأفــرـاد الهُُويََّـــة 

تجرِِبـــة كشـــف المحتـــوى المضلِِّـــل والمعلومـــات الكاذبـــة على 

منصـــة »إكـــس«

المعـــروف  »إكـــس«،  الاجتماعـــي  التواصُُـــل  موقـــع  نفََّـــذ 

ســـابقًًا بـ»تـــويتر«، في عـــام 2021، مبـــادرة مجتمعيََّـــة تهـــدف 

باســـتخدام  المنصََّـــة  على  الخاطئـــة  المعلومـــات  مكافحـــة  إلى 

الـــذكاء الاصطناعـــي، أُطُلِِـــق عيلهـــا »Birdwatch«، وهـــي 

التـــي  التغريـــدات  بتحديـــد  للمســـتخدِِمين  تســـمح  خدمـــة 

يعتقـــدون أنهـــا مضلِِّلـــة، وكتابـــة الملاحظـــات والتصحيحـــات 

بشأنها، بحيث تكون هذه الملاحظات مرئيََّة للمستخدِِمين 

فائـــدة  مـــدى  تقييـــم  يمكنهـــم  الذيـــن  المنصـــة  على  الآخريـــن 

.)Pröllochs, 2022( الملاحظـــات 

تـــوفير ســـياق  وقـــد أثبتـــت هـــذه التجرِِبـــة فاعليََّتهـــا في 

خلال  مـــن  للمســـتخدِِم  الرقميََّـــة  الحقـــوق  يدعـــم  آمِِـــن 

اللغـــة  اســـتخدام  ـــب  وتجُنُّ بالثقـــة  الجديــرـة  المصـــادر  ربـــط 

التحريضيََّـــة، ممََّـــا يمثـــل أمــرـًًا بالـــغ الأهميََّـــة للمســـتخدمين 

الخاطئـــة  المجتمعيََّـــة  المعلومـــات  مـــن  ـــق  التحُقُّ أجـــل  مـــن 

.)Pröllochs, 2022( منهـــا  ـــد  والتأُكُّ والمضلِِّلـــة 

الإصلاحيََّـــة  العدالـــة  نظـــام  في  المجــرـمين  تقييـــم  تجرِِبـــة 

البديلـــة والعقوبـــات 

القطـاــع  مـــع  بالتعـــاون  الأمريكيََّـــة،  المحاكـــم  طـــوََّرت 

الخـــاص، نموذجًًـــا خاصًًّـــا قائمًًـــا على الـــذكاء الاصطناعـــي 

العدالـــة  نظـــام  تحـــسين  أجـــل  مـــن   »COMPAS« يُُســـمى 

النظـــام  هـــذا  يعمـــل  إذ  البديلـــة؛  الإصلاحيََّـــة والعقوبـــات 

المجــرـمين  بين  الإجــرـام  إلى  العـــودة  خطـــر  لتقييـــم  كأداة 

بالكفالـــة  القــرـارات والتـــدابير الاحترازيََّـــة المتعلِِّقـــة  واتخـــاذ 

المراقبـــة،  واســـتمرار  المشـــروط  والإفــرـاج  الأحـــكام  وإصـــدار 

قــرـارات المحاكـــم الأمريكيََّـــة لتقييـــم  ممََّـــا أســـهم في تعزيـــز 

ل المُدََُّعََـــى عيلـــه إلى مرتكـــب للجريمـــة مــرـة  احتماليََّـــة تحــُوُّ

.)Engel, and Others, 2024( أخـــرى 

تجرِِبة الدعم القانوني عبر المحادثة الآليََّة

مبـــادرة  الأمريكـــيين  المحـــامين  مـــن  مجموعـــة  أطلـــق 

الـــذكاء  تطبيقـــات  تعتمـــد على  الإنترنـــت،  عبر  مجتمعيََّـــة 

وهـــي   ،»DoNotPay« اســـم  عيلهـــا  أُطُلـــق  الاصطناعـــي، 

خدمـــة قانونيََّـــة عبر الإنترنـــت وروبوتـــات الدردشـــة الآليََّـــة، 

توفـــر خدمـــة »محامـــي روبـــوت« لمســـاعدة الأفرـــاد ودعمهـــم 

في إدارة المخالفـــات المروريََّـــة والاعتراض عيلهـــا أمـــام جهـــات 

الاختصـــاص، بجانـــب تقديـــم خدمـــات قانونيََّـــة واستشـــاريََّة 

.)Remmers, 2020( أخـــرى متنوِِّعـــة

وقـــد تمكََّنـــت هـــذه التجرِِبـــة مـــن الانتشـــار الســـريع في 

50 ولايـــة داخـــل الولايـــات المتحـــدة، كمـــا أصبحـــت متاحـــة 

.)Johnson, 2017( أيضًًـــا داخـــل المملكـــة المتحـــدة

التوصيات

• ـــة 	 الداخَّيل وزراء  بمجلـــس  الأعضـــاء  الـــدول  دعـــوة 

بشـــأن  استرشـــادي  دليـــل  إصـــدار  إلى  العـــرب 

الـــذكاء الاصطناعـــي والبيانـــات، بحيـــث  ـــات  أخلاقَّي

يكون من الوثائق التأسيسَّية للمسار الإستراتيجي 

ز منظومـــة  لحوكمـــة الـــذكاء الاصطناعـــي، بمـــا يُعـــزِّ

ـــة. الرقمَّي الحقـــوق 

• مكافحـــة 	 بشـــأن  عربـــي  قانـــون  بإصـــدار  المبـــادرة 

إســـاءة اســـتخدام الـــذكاء الاصطناعـــي في الأغـــراض 

رة  المتطـــوِّ التحديـــات  يواكـــب  بحيـــث  ـــة،  الإجرامَّي

التـــي يفرضهـــا الـــذكاء الاصطناعـــي، ويتكامـــل مـــع 

البيانـــات. بحمايـــة  المتعِّلقـــة  التشـــريعِّية  المنظومـــة 
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• تطويـــر 	 أو  ـــة  أمنَّي وحـــدات  باســـتحداث  التوجيـــه 

وزارات  هيـــاكل  ضمـــن  القائمـــة  ـــة  الأمنَّي الوحـــدات 

القـــدرات  تعزيـــز  أجـــل  مـــن  العـــرب،  ـــة  الداخَّيل

المجرمـــة  الأفعـــال  مواجهـــة  في  وتطويرهـــا  ـــة  الأمنَّي

الاصطناعـــي  الـــذكاء  تكنولوجيـــا  عـــى  المعتمـــدة 

ـــة. الرقمَّي الحقـــوق  وانتهـــاك 

• بحيـــث 	 ـــة،  الأمنَّي البحـــوث  ومراكـــز  المعاهـــد  دعـــم 

التطبيقـــي  والتطويـــر  البحـــث  ـــات  بعمَّيل تختـــص 

التقنيـــات  ودمـــج  الاصطناعـــي  الـــذكاء  لنمـــاذج 

للاســـتفادة  الضخمـــة  ـــة  الأمنَّي والبيانـــات  ـــة  الذكَّي

الإنســـان. حقـــوق  حمايـــة  في  الاصطناعـــي  الـــذكاء  مـــن 

• المصلحـــة 	 أصحـــاب  بـــن  التعـــاون  تشـــجيع 

الجهـــات  بـــن  التعـــاون  ذلـــك  في  بمـــا  ديـــن،  المتعدِّ

المـــدني  والمجتمـــع  التكنولوجيـــا  وشـــركات  ـــة  الوطنَّي

إســـراتيجَّية  عـــى  اعتمـــادًا  ـــة،  الدولَّي مـــات  والمنظَّ

الفـــرص  اســـتغلال  تســـتهدف  ـــدة  موحَّ ـــة  عربَّي

التـــي  والمحتملـــة  الناشـــئة  التحديـــات  ومواجهـــة 

الاصطناعـــي. الـــذكاء  تطبيقـــات  توفرهـــا 

• ـــي 	 تبنِّ مـــن أجـــل  ـــة  الشـــراكة المجتمعَّي دعـــم جهـــود 

لرفـــع  مـــة  متقدِّ ـــة  وتدريبَّي ـــة  تعيلمَّي مبـــادرات 

ـــة  مســـتوى الوعـــي المجتمعـــي حـــول الحقـــوق الرقمَّي

الفئـــات  مختلـــف  في  الاصطناعـــي  الـــذكاء  وتأثـــر 

داخـــل المجتمـــع، بمـــا يســـهم في تمكـــن الأفـــراد مـــن 

وحمايتهـــا. ـــة  الرقمَّي حقوقهـــم  فهـــم 
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